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• บุคคลดีเด่นกองทัพอากาศปี 49, 62
• (ISC)² Government Professional Award 2021
• อาจารย์พิเศษ จุฬาลงกรณ์มหาวิทยาลัย
• วิทยากรรับเชิญงาน US-Thailand Cybersecurity Standards and Data Protection Workshop, OpenGov Insider 
• ศิษย์เก่าดีเด่นนักศึกษาวิทยาลัยกองทัพอากาศ รุ่น 51 ปี 60
• บุคคลดีเด่นชุมนุมนายเรืออากาศ ประจ าปี 2566
• ศิษย์เก่าดีเด่นโรงเรียนเสนาธิการทหารอากาศ ประจ าปี 2566
• สมาคมความมัน่คงปลอดภัยระบบสารสนเทศ (TISA) 2566
• CSO 30 ASEAN AWARD
• รับรางวัลเกียรติยศจักรดาว ประจ าปี 2567

เกียรติคุณเพ่ิมเติม

• หลักสูตรผู้บริหารด้านความมัน่คงปลอดภัยไซเบอร์ (Executive Chief Information Security Officer: Executive CISO) รุ่นที่ 1
• หลักสูตรพัฒนาเครือข่ายและศักยภาพผู้บริหารระดับสูงของกระทรวงการอุดมศึกษา วิทยาศาสตร์ วิจัยและนวัตกรรม WiNS รุ่นที่ 2 
• วิทยาลัยการทัพอากาศ รุ่นที่ 51
• วท.บ. วิทยาการคอมพิวเตอร์ United States Air Force Academy
• วท.ม. เทคโนโลยีสารสนเทศ มหาวิทยาลัยเกษตรศาสตร์
• นักเรียนนายเรืออากาศรุ่นที่ 35

การศึกษา

• ผู้อ านวยการกองปฏิบัติการไซเบอร์ ศูนย์ไซเบอร์กองทัพอากาศ
• Director of Cyber Warfare Division Department of Information and Communication Technology, Royal Thai Air Force
• Electronics Warfare Manager, F-16 MLU, Gripen
• คณะท างาน Tactical Data Link (TDL) (F-16, Gripen)
• ริเริ่มการน าอินเทอร์เน็ตมาใช้งานใน ทอ. 
• ริเริ่มการจัดแข่งทักษะทางไซเบอร์
• ร่างระเบียบการรักษาความปลอดภัยระบบสารสนเทศ ทอ. ปี 43
• ริเริ่มการตัง้หน่วยงานด้านไซเบอร์ ใน ทอ.

ประสบการณ์ท างาน
ต าแหน่งปัจจุบัน • เลขาธิการคณะกรรมการการรักษาความมัน่คงปลอดภัยไซเบอร์แห่งชาติ

CERTIFICATES

พลอากาศตรี อมร ชมเชย
เลขาธิการคณะกรรมการการรักษาความมัน่คงปลอดภัยไซเบอร์แห่งชาติ



SAFE, SECURE, & TRUSTED CYBERSPACE FOR THAILAND
https://www.ncsa.or.th

4 4

เรื่อง มาตรฐานด้านการรักษาความม่ันคงปลอดภัยไซเบอรร์ะบบคลาวด์ พ.ศ. 2567
ประกาศคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ

โครงสร้างของมาตรฐาน
โครงสร้าง

2. การปฏิบัติการและการรักษาความมั่นคงปลอดภัยโครงสรา้งพ้ืนฐานระบบคลาวด์
2.1 การบริหารทรัพยากรมนุษย์
2.2 การจัดการทรัพย์สิน
2.3 การควบคุมการเข้าถึง
2.4 การเข้ารหัส
2.5 การรักษาความปลอดภัยทางกายภาพและสภาพแวดล้อม
2.6 การรักษาความมัน่คงปลอดภยัการปฏบิัตกิาร

1. การก ากับดูแลด้านความมั่นคงปลอดภัยระบบคลาวด์
1.1 นโยบายด้านความมัน่คงปลอดภยัสารสนเทศ 
1.2 โครงสร้างองค์กรด้านความมัน่คงปลอดภยัสารสนเทศ
1.3 การปฏิบัติตามกฎ ระเบียบ ข้อบังคับ

2.7 การรักษาความมัน่คงปลอดภยัเครอืข่าย
2.8 การจัดหา การพัฒนา และการบ ารุงรักษา
2.9 การจัดการผู้ให้บริการภายนอก
2.10 การจัดการเหตภุยัคุกคามทางสารสนเทศ

ดาวน์โหลด มาตรฐานความมัน่คง
ปลอดภัยไซเบอร์ระบบคลาวด์ พ.ศ. 2567
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โครงสร้างของมาตรฐาน
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ประกาศ กมช. เรื่อง
มาตรฐานด้านการรักษาความมั่นคง
ปลอดภัยไซเบอร์ระบบคลาวด์

พ.ศ. 2567

มีผลใช้บังคับตั้งแต่วันที่ 10 ก.ย. 69 เปน็ต้นไป

สาระส าคัญ เพ่ือก าหนดมาตรฐานด้านการรักษาความม่ันคง
ปลอดภัยไซเบอร์ระบบคลาวด์ ให้แก่หน่วยงานของรัฐ

หน่วยงานควบคุมหรือก ากับดูแล และหน่วยงานโครงสร้างพ้ืนฐาน
ส าคัญทางสารสนเทศ เพ่ือลดความเส่ียงจากภัยคุกคามทางไซ

เบอร์
ท่ีมีต่อการใช้บริการคลาวด์สาธารณะ

ประกาศ กมช. เรื่อง
มาตรฐานการรักษาความมั่นคง

ปลอดภัยส าหรับเว็บไซต์
พ.ศ. 2568

อยู่ระหว่างประกาศในราชกิจจานุเบกษา

สาระส าคัญ
เพ่ือเปน็การก าหนดและส่งเสริมให้

หน่วยงานของรัฐ หน่วยงานควบคุมหรือก ากับดูแล หน่วยงาน
โครงสร้างพ้ืนฐานส าคัญทางสารสนเศ รวมถึงหน่วยงานเอกชน
มีมาตรฐานการรักษาความมั่นคงปลอดภัยส าหรับเว็บไซต์

ของตน เปน็ไปอย่างมีประสิทธิภาพ ปลอดภัย และให้บริการได้
อย่างต่อเนื่อง

ดาวน์โหลดเอกสารมาตรฐานด้านการรกัษา
ความมั่นคงปลอดภัยไซเบอร์ระบบคลาวด์ 

ดาวน์โหลดเอกสารมาตรฐานการรกัษา
ความมั่นคงปลอดภัยส าหรับเวบ็ไซต์
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Roadmap

Awareness

Role & Responsibility

Assets Inventory

Solutions Evaluation

Experiment & Testing

Monitoring & Evaluation

https://www.ncsa.or.th/ncsa_book/5004a6893034327c56000029

(2023)

Steps to Quantum Readiness
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ส่ิงท่ีท่านจะได้รับ
• เห็นตัวอย่างการด าเนินการจริง ตัง้แต่การส ารวจ
สินทรัพย์ระบบรหัสลับ การจัดล าดับความส าคญั 
และการวางแผนการเปลี่ยนผ่าน

• มีแนวทางในการจัดท าแผนการเปลี่ยนผ่านระบบ
สารสนเทศ

• สิทธ์ิส าหรับการใช้ระบบติดตามการด าเนินการ
เปลี่ยนผ่านระบบสารสนเทศ

• สิทธ์ิในการเข้าใช้ศูนย้ข้อมูลและสาธิต PQC 
และรับค าแนะน าจากผู้เชี่ยวชาญhttps://dg.th/8x6heca1f4

เข้าร่วมการเตรียมความพร้อมระบบสารสนเทศของหน่วยงาน
เพ่ือเข้าสู่ยุคควอนตัม (PQC)
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เร่ิมต้นด้วยการใช้ปัญญาประดิษฐ์อย่างมัน่คงปลอดภัยตัง้แต่วันนี้

https://dg.th/tn4pza5orb
https://www.ncsa.or.th/docpdf/view/ba37afc6636334401e000142

AI SecurityGuidelines

TEMPLATE นโยบายการใช้เทดโนโลยี
Generative AI ท่ียอมรับได้





Contact us
National Cyber Security Agency - NCSA

NCSA Thailand

Line ID : NCSA Thailand

E-Mail: saraban@ncsa.or.th 

02-142-6885

4loTus (ส่ี แอล โอ ทีใหญ่ ยู เอส)

mailto:saraban@ncsa.or.th
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